
Finally the defendance of Course Works (CW) according to our curricular will be held on:
December 19 at 15:30 in 103f and on
December 21 at 13:30 in 238 class.
CW list is presented in my Google drive

https://docs.google.com/document/d/1GDVZuRPtmQ5Z--IdqGunPx_3qOGSfrpR/edit?
usp=sharing&ouid=111502255533491874828&rtpof=true&sd=true

Please choose topic and label it by the first letter of surname dot name, e.g. S.Name.
For some of topics the group project realization can take place after you inform me by e-mail (below) or 
during the lecture.
Requirements for CW you can find in
http://crypto.fmf.ktu.lt/xdownload/
in files Course_Work
It is preferable to prepare slides, text and oral report in English.
Zipped CW you should send to my e-mail before the presentation
eligijus.sakalauskas@ktu.lt

Exam will be held in January 16, from 14:00-16:00, in class 506.
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E-coin properties.
1.Anonimity.
2.Untraceability.
3.Double-spending prevention. 
4.Divisibility.
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Property: the only customer Alice can create and is responsible for Random Identification String - RIS
during the Withdrawal protocol.

Questions: 
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Questions: 
1.Is it possible for Alice to modify e-coin ∏. 
1.How vendor Victor can cheat against Bank and how it is prevented?

E-coin properties.
1.Anonimity.
2.Untraceability.
3.Double-spending prevention. 
4.Divisibility.

International Association for Cryptographic Research - IACR Barcelona, 2008, announced results:
1.Divisible e-money can be trully anonymous.
2.Divisible and trully anonymous e-money grow in size during their transfers.
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